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Cyber Crime is Serious Organised Crime
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Cyber Crime —what we set out to do

Aims for the year

,gé,ha_ ‘ National Cyber
& Security Centre

« Ensure fully trained teams to comply with
national requirements

« Embed within a regional and national
structure

« Ensure ability to investigate Cyber Crimes
tested

« Ensure Protect Messaging delivery to Small
and Medium Businesses

N
« Engage with partners to develop shared

resources
* Promote Cyber Essentials and Key

messages from National Cyber Security
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Cyber Crime —what did we do

« Secure funding and messaging of
Getsafeonline for the LLR Partnerships

« Sam Hancock landing everywhere!

« Secured Cyber Essentials Plus

» Successful investigation of crimes

« County Council had cyber resilience day to
test plans

« North West, Hinckley and Blaby and Rutland
arranged and delivered awareness events

« Regional agreement to how crimes
assessed and investigated

* Volunteer network of specialists

Ensure capabilities present to deal with Cyber
Crime and respond accordingly
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Still to do.....

g H Leicestershire CQO ¢ Rutland Get S af e Onl-i ne
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/ Business ‘
Protecting Shopping, Banking Safeguarding Social Business

Your Computer Yourself & Payments Children Networking

Protecting | Smartphones &

Tablets
Scam Awareness Month D
E"' Warmning about GDPR-themed
2 phishing emails
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‘m- P Read more...

» Share open access resources wider within communltles

» Develop shared approaches across Leicestershire for awareness and
advice

* Improve staff understanding of basic online safety advice

» Prepare for threats with partnerships particularly IT/Networks

» Seek full engagement with health

» Diversion locally for Cyber Crime

P Wamning about buying online for
BE  prom night
._;. Read more..

o

&= Leicestershire
@ Police

leics.police.uk



The next year....
General

Data Protection

Get Safe Online Regulation Q

Free expert advice

ActionFraud

Mational Fraud & Cyber Crime Reporting Gentre

DIGITAL
INTELLIGENCE &
INVESTIGATION
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